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Good afternoon,

The second chapter of the Cyber Essentials Toolkit from the Department of Homeland Security 
Cybersecurity and Infrastructure Security Agency is now available.

This chapter focuses on developing security awareness and vigilance among your staff and offers a host 
of training and resources to get your organization up to speed on cybersecurity risks, cyber awareness 
culture and recent advancements and activities regarding cybersecurity.

This toolkit, which will be updated with a new chapter each month, is designed to reduce the complex 
task of developing and executing a cybersecurity program into “bite-sized” chunks to be considered and 
executed as fits your organization. As of now, CISA is planning for six chapters in this toolkit.

Whether you have a mature cybersecurity program or are setting one up for the first time, this kit will 
support and inform your programs and your employees on the important issues surrounding 
cybersecurity.

As always, feel free to contact me should you wish to discuss this or any other matter.

Michael Montoya | Senior VP & Chief Information Officer
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